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Wrexham University: Research Data Management Plan (DMP)
A Research Data Management Plan should be completed before the commencement of ALL research projects at Wrexham University. A DMP should be completed by all staff and students at the University conducting research under the auspices on Wrexham University, regardless of the project being funded or the collection of personal data. 
Staff and students obtaining University Research Ethics Approval are not required to complete the following template, but instead complete the data management section of the online ethics application system. 
Project Details
	Researchers Names:
	

	Project Title:
	

	Supervisor(s) name (if applicable):
	

	Funder (if applicable):
	

	Research Start Date:
	

	Research End Date: 
	

	Contributors: 
	


Data Types
	What data will you collect or create? 
	Please list all types, format and volume of the data that will be collected during the duration of the project.
Outline how the data will be collected/ created, including what standards or methodologies will be used. Consider how the data will be organised during the project, detailing naming conventions, version control and folder structures. Explain how the consistency and quality of data collection will be controlled and documented

	







	

	How will the data be collected or created? 
	

	


	



Data Storage 
	Will the data be stored on the Wrexham University server (Y/ Z drive) or your Wrexham Office 365 account?
Yes ☐
No  ☐ (Please complete the following two questions)


	Data Storage
The University recommends that all research data should be stored on the University server or Wrexham Office 365 accounts as a secure protected and backed up service. Any physical data should be stored securely on University site. Further guidance on the safe storage of research data can be found on the UK Data Service Webpages.

	Where will the data be stored and backed up during the research
	

	



	

	Please provide justification for why you are not using the recommended research storage arrangements 
	

	



	



Access
	Who will have access to the data during the research? 
If data is being shared with partners external to Wrexham University please provide details on any data sharing agreements. 
	Please provide details of who will have access to the data during the duration of the research project, please note students should provide access of the data to their supervisor.

	
	



Retention and Destruction 
	What is the long-term preservation plan for the dataset? 
	Consider how the data may be reused e.g. to validate your research findings, conduct new studies, or for teaching. Decide which data to keep and for how long. Necessary data to support or validate a research project’s observations, findings or outputs should be retained in an appropriate format and storage facility for at least 10 years. The retention of this research data must also comply with any requirements specified by the funder of the research. Student research data should be stored until the end of studies or transferred to the supervisor if required to be retained for a longer period.

	







	

	Please describe how the data will be destroyed at the end of the retention period.
	

	
	



Open Access
	Will data be made available for re-use by other researchers?
If yes, please describe your plans for making your data open access. 
	Wrexham researchers should make their data as openly as possible. Please detail the procedure in place to share and make any data openly available and what restrictions and controls will be in place.

	
	



Data Protection Impact Assessment 
A data protection impact assessment (DPIA) is an assessment of the impact of the envisaged processing operations on the protection of personal data. You must carry out a DPIA before you process personal data when the processing is likely to result in a high risk to the rights and freedoms of individuals. The ultimate decision about whether a DPIA is required is made by the Senior Compliance Officer & DPO.
Processing that is likely to result in a high risk includes (but is not limited to):
· systematic and extensive processing activities, including profiling and where decisions that have legal effects, or similarly significant effects, on individuals.
· large scale processing of special categories of data or personal data relation to criminal convictions or offences.
· using new technologies (for example surveillance systems).
Please visit the University Data Protection Impact Assessment webpage to find our it you to complete a DPIA and access to the University DPIA Template. 
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